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Abstract—This paper proposes a new method for contention
resolution in random-access wireless networks. Using orthogonal
complementary codes to design access-request packets, users can
reserve channel access successfully, even in severe contentions.
Collisions among access-request packets can be resolved and
exploited, whereas collisions among data packets are avoided.
System throughput and delay performance can be enhanced,
because random-access contention becomes transparent. Specif-
ically, system throughput approaches the offered load up to
the maximum value one with improved average packet delay
performance. A joint layer design approach is proposed with both
the physical layer signal-detection algorithm and the medium
access-control layer random-access protocol. The performance is
analyzed with the consideration of signal detection errors. Simu-
lations are performed to demonstrate its superior performance.

Index Terms—Contention resolution, random access, reserva-
tion ALOHA, wireless network.

I. INTRODUCTION

S INCE WIRELESS spectrum is becoming a scarce resource,
it is critical to make wireless networks optimal in spec-

trum efficiency. One of the difficulties for enhancing efficiency
comes from the fact that traffic is heterogeneous, which requires
sophisticated channel-access schemes.

Multiuser channel-access schemes include static channel as-
signment, such as time-division multiple access (TDMA), code-
division multiple access (CDMA), and random-access channel
assignment [1], [2], such as the ALOHA algorithm, carrier-
sense multiple access (CSMA), the tree algorithm [3], and other
adaptive algorithms [4]. For bursty data traffic, random-access
schemes are usually more efficient. Unfortunately, they suffer
greatly from access contention.

In wired networks, CSMA with collision detection
(CSMA/CD) is widely used [2] for contention resolution.
However, its efficiency degrades greatly in wireless networks
because carrier sense and collision detection become difficult
in a multipath fading environment [1].

On the other hand, ALOHA-based random-access protocols,
although with efficiency problems, are still widely investigated
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due to their simplicity and robustness. Typical examples include
[5], [6], and the slotted ALOHA used in global systems for mo-
bile communications (GSM) and general packet radio system
(GPRS) cellular systems [1]. To improve efficiency, reservation
techniques may be integrated with ALOHA. There are various
such reservation-based implementations, e.g., packet reserva-
tion multiple access (PRMA) [7], [8], and request to send/clear
to send (RTS/CTS) [9], [10]. A typical reservation ALOHA is
that some slots are subdivided into several minislots, which are
used for channel reservation purposes [1], [11]–[13]. However,
although contention among data packets can be reduced with
reservation techniques, contention in the minislots is increased.
This still degrades system performance, sometimes even more
severely.

With the traditional contention-resolution techniques, system
performance may still be severely degraded by packet colli-
sions, especially when the traffic load is heavy. More important,
quality of service (QoS) [14] is difficult to keep. One objective
of this paper is to develop random-access schemes which are not
only more efficient, but also have priority scheduling capability.

Traditional random-access schemes are addressed in the
medium access-control (MAC) layer only, where collided
packets are simply discarded. If considering jointly the physical
layer and the MAC layer, more effective ways are available for
contention resolution. Some approaches were proposed which
utilize signal separation techniques for collision resolution
[15], [16]. However, they suffer from many practical problems,
such as ill channel condition, difficult order determination,
and high computational complexity [17], [18]. Therefore, our
another objective is to develop robust and computationally
efficient algorithms for collision resolution.

In this paper, we present a new method which jointly designs
the physical layer signal-separation algorithm and the MAC
layer random-access protocol to resolve contentions. Specifi-
cally, signal-separation techniques are applied in the physical
layer for collision resolution, which is simplified and made
robust by the MAC layer transmission scheduling protocol.
In addition, the MAC layer scheduling protocol is assisted by
the physical layer signal separation. This way, packet collision
can be avoided or utilized. System performance can be much
enhanced. Furthermore, because random-access contention
becomes transparent, i.e., known to the receivers/transmitters,
it is more effective for QoS support.

This paper is organized as follows. In Section II, the con-
tention system model is described. In Section III, we present the
new method, which is then analyzed in Section IV. In Section V,
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Fig. 1. Structure of packet slots.

simulations are performed to demonstrate its performance. Fi-
nally, conclusions are presented in Section VI.

II. SYSTEM MODELS

A. Wireless Random-Access Network

The wireless network considered in this paper has a central
controller and multiple mobile users, such as cellular systems or
wireless LAN with access points [10]. We consider only the case
that all mobile users communicate with the central controller.
We do not consider peer-to-peer communication such as that
defined in IEEE 802.11, although the proposed scheme can be
modified to support it.

Each mobile user has a unique ID after registering into the
network. The central controller schedules random access of all
users to a single slotted channel and maintains slot synchroniza-
tion. Mobile users send access-request packets during the ac-
cess-request slots to request channel access.

As shown in Fig. 1, the channel is subdivided into a sequence
of frames. Each frame contains one access-request slot and
multiple data packet slots whose number may change according
to the number of access requests. We define the users who hold
data packets for transmission in a frame as active users. In the
beginning of each frame, the central controller broadcasts a
beacon (short message) to all users asking for access request.
Every active user then sends an access-request packet to the
central controller during the access-request slot. From the
received collided signal, the central controller detects all active
users, and assigns them data packet slots. Therefore, the active
users can transmit data packets without collisions.

Fig. 1 illustrates only the uplink channel from mobile users to
the central controller. Downlink transmission can be performed
in data slots or in another channel, which is contention-free and
thus omitted in this paper. In addition, information about how
many packets each active user has can be piggybacked in the
data packets. Although we consider the case where only one
user is selected to transmit in each data packet slot, the proposed
method can be easily extended to support multiple packet recep-
tion.

B. Access-Request Packets

One of the major differences between the proposed method
and the traditional reservation-based approaches is how the ac-
cess-request slot is used. Traditionally, this slot is subdivided
further into several minislots, which are randomly selected by
active users to transmit access-request packets [11]–[13]. How-
ever, in wireless networks, since the length of each minislot
should be long enough for reliable signal detection, the number
of minislots in each frame is limited. Collisions in the minislots
may severely degrade system performance.

In contrast, the access-request slot in the proposed method
is not further subdivided. All active users simply transmit their
access-request packets at the same time. In order for the cen-
tral controller to detect active users from the collided signal, the
access-request packets should be properly designed so that suf-
ficient processing gain can be achieved for every user within a
short slot. We will show that this task can be done with orthog-
onal complementary codes.

C. Orthogonal Complementary Codes

Orthogonal complementary (OC) codes [19], [20] are code
set with the following parameters:

, where is the flock size;
, where is the family size;
, where is the code length.

Each code set contains flocks. Each flock contains family
members, whereas each family member is a code sequence with
length . We define the family members as code vectors

, where denotes transpose.
The autocorrelation of each flock is zero except at zero

delay, whereas the crosscorrelation between different flocks
is zero. For example, for the OC code with [19],
we have and

.
Define the shifting matrix as

. . .

. . .
. . .

(1)

Then the OC codes satisfy the correlation property

(2)

where denotes Hermitian, and is the Dirac-delta func-
tion. The processing gain is , which is achieved only if

and .

III. ACCESS REQUEST AND DETECTION

We propose to design the access-request packets with the
OC codes. This way, sufficient processing gain can be achieved
for all users, and multiaccess interference (MAI) can be com-
pletely eliminated, which is in the same spirit as multiuser de-
tection [21]. Transmission can be asynchronous with near–far
(NF) propagation and frequency-selective fading. Channels are
assumed time invariant within each access-request slot.
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Fig. 2. Structure of access-request packets. Each row shows an access-request packet corresponding to the user marked in the left.

A. Access-Request Packet Design

Assume there are, altogether, users in the network. We sub-
divide them into groups corresponding to flocks of codes.
Each group contains, at most, users, where de-
notes the minimum integer not less than . We denote the users
uniquely as , where , and the integer sat-
isfies .

The access-request packet for the user is designed as the
sequence

(3)

where is a zero vector with length (whether it is a column or
row vector is obvious and thus omitted), and is some integer
parameter. We will see later that is the length of the guard
interval determined by delays and channel lengths. The length
of the access-request packet is then

(4)

Equation (3) shows that all the users in the same group transmit
the same code , , as access-request packets,
with different delay . The access-request packets are illus-
trated in Fig. 2.

B. Access-Request Detection

Consider access-request detection performed at the central
controller in Frame (c.f., Fig. 1). First, we set up the model
of the received signal. Each user is with a finite impulse
response (FIR) channel of length , and begins transmis-
sion after an integer delay (due to asynchronous transmis-
sion). We can choose the guarding length in (3) to satisfy

. The channel length and delay can
be overestimated as , .
Then we choose

(5)

Let the channel of the user be
. Define

dimensional vector ,

. Then in Frame , the noiseless received signal
from the active user is

...

(6)

The received signal at the central controller is then

(7)

where is an indication function with value one if the
user is active, and zero otherwise. The elements in the
noise vector are assumed additive white Gaussian noise
(AWGN) with zero mean and variance .

Next, we develop the user-detection method. Consider noise-
less signal at first. In order to detect whether a user ,

, , is active, we design the
dimensional detectors for the user as

(8)

Using (8) as a bank of correlators, we have the detector matrix

(9)

Proposition 1: In the noiseless case, we have

(10)

If , then the user is active. Otherwise, it
is inactive.

Proof: From (2), (7), and (8), if , we have
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where . We can rewrite it as
. Because and

, we find that . Hence

if
else.

It is then straightforward to obtain (10). Similar results hold if
.

For noisy signals, we have

(11)

It is easy to show that each of the noise part is
AWGN with zero mean and variance .

Detection of can be made from the strongest output,
i.e., . Or, a better way is to use all the
received signal energy. Specifically, if the channel is known, a
decision can be made by comparing the decision metric

(12)

with threshold . If the channel is unknown, we can
simply use

(13)

and choose according to the received signal energy.

C. Algorithms

As described in Section II-A, in the beginning of each frame,
the central controller asks all active users to transmit access-re-
quest packets. After receiving the collided signals, it detects all
active users as in Section III-B, and then assigns data packet
slots to active users. Since all users can request access and be de-
tected at the same time, access contentions become transparent
or known to the central controller. Therefore, it is convenient
for the central controller to manage channel access according to
various QoS or packet priority criteria.

The proposed method consists of a signal-separation (active
user detection) algorithm implemented in the physical layer, and
a random-access scheduling protocol implemented in the MAC
layer.

Algorithm 1. Signal Separation (Active
User Detection)

1) Central controller receives signal
(7).

2) Uses detector (9) to calculate
decision metrics (12), (13).

3) Determines whether each user is
active by comparing the metrics with
threshold .

Algorithm 2. Random-Access Scheduling
Protocol

1) Central controller broadcasts ini-
tializing beacon.

2) Active users transmit access-request
packets. Central controller detects
active users.

3) Central controller schedules channel
access and informs active users. Ac-
tive users transmit data packets in
the assigned slots.

The algorithms are efficient in computation. The computa-
tional complexity is for each user. From (4), is deter-
mined by the product of the number of users and the guard
length . Note that in most other reservation-based techniques,
the slot length is the product of and the processing gain .
In practice, , especially if transmissions can be syn-
chronous or quasi-synchronous. In addition, if channels have
been estimated, then can be further reduced, even to one
[19]. Therefore, we can use much shorter access-request slots,
or more users can share a slot.

From (3) and Fig. 2, information on user ID is embedded in
the access codes. Each user need register with the central con-
troller only once to get the access code, which can be performed
with another random-access channel, or simply use a code in (3)
reserved for this purpose. The key point here is that each user
need register only once, not once for each data packet or each
access demand. First, because of the efficient code structure,
many users can remain registered even when they are not active.
Second, the central controller knows each user’s ID during ac-
cess-request detection. It is not necessary for the user to transmit
any ID information, which improves efficiency and is conve-
nient for packet priority scheduling.

Compared with some CDMA-based random-access schemes
[11], [12], the advantage of our method is due to the signal-sep-
aration capability of the OC codes. From Section III-B, MAI
is eliminated in a computationally efficient manner under asyn-
chronous, NF, and multipath environments. Our method is more
suitable for distributed packet networks without effective power
control and accurate channel estimation.

IV. PERFORMANCE ANALYSIS

A. Probability of Detection Error

We consider the problem with known channels first. From
(11) and (12), decision metrics can be generalized to

, where is AWGN with zero mean and variance
. Decisions can be made as

(14)

where H1: the user is active, and H2: the user is
not active. It is a standard binary detection problem [13]. With
optimal threshold , the detection error rate (DER) is

(15)
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Fig. 3. Illustration of the Markov chain.

A special property in our case is that does not reduce
system throughput because all affected users will transmit again
in the following frames. It may only increase the average packet
delay.

If the channels are unknown, from (13), we can still analyze
and . It is skipped here to save space.

B. System Throughput

System throughput is defined as the ratio of the number of
successfully transmitted data packets to the total number of
slots. Let the length of data packet slots and access-request
slots be and , respectively. The traffic load is Poisson
distributed with an average packets per slot per user. Then,
the overall average traffic load is per slot.

We first consider the case without detection error. From
Fig. 1, assume that there are data packet slots in Frame .
Then the probability that there are data packets in Frame

is

(16)

Define the system state as the number of data packet slots in
a frame. The system can be modeled as a Markov chain with
state probability and transitional probability ,

, as illustrated in Fig. 3.
Proposition 2: Without detection error, the average

throughput of the system is

(17)

where are the solutions to the linear equation array

(18)

Proof: The steady state of the Markov chain (c.f.,
Fig. 3) satisfies (18) [22]. We consider the first states ,

, for some sufficiently large , so that
for all . From the equations in (18),
variables are readily available. The accurate solutions can
be approximated as . The expected total number of
data packets is . Since each state is corresponding to

data packet slots and one access-request slot, the throughput
can be calculated by (17).

With detection errors, the analysis becomes more involved.
Since accurate analysis is out of the scope of this paper, we
derive only approximate results.

Consider only. If in Frame there are data slots, then
there are, on average, data packets requesting for

channel access, among which data packets are
delayed until Frame , due to wrong detections. Similarly,
if in Frame there are data slots, then there are a total of

data packets. Therefore, from state to state , there
should be newly generated data
packets. Hence, the transitional probability can be approximated
as

(19)

with rounded to the nearest integer (16), and
if . The Markov chain in Fig. 3

should then be modified by substituting with .
Denote the steady-state probability as . From (17) and (18),
the throughput becomes

(20)

Next, consider only. In this case, we can use state tran-
sition probability to calculate steady-
state probability , because there are newly gener-
ated data packets. The throughput becomes

(21)

However, (21) is an (approximate) lower bound because we have
overestimated the errors.

Finally, consider both decision errors. For simplicity, we as-
sume that they are independent from each other. For state ,
there are approximately a total of data
packets, among which delayed. Then
from state to state , the number of newly generated packets is

. Therefore, the state transition
probability can be approximated as

(22)

with which the steady-state probability can be calculated.
The throughput can be estimated as

(23)

which is again a lower bound only.
Some numerical results are shown in Fig. 4(a). We choose

and to calculate the state probabilities and
throughput. It shows that the method can always achieve high
throughput, even in the case of high detection errors. Especially,
there is no throughput loss caused by .

C. Average Packet Delay

Assume . The average packet delay equals the av-
erage number of waiting slots of each data packet plus two (the
access-request slot and the transmission slot in the frame it is
transmitted).

We first consider the decision error-free case. If in Frame
there are data packet slots, then there are data packets trans-
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(a)

(b)

Fig. 4. Results of throughput and delay analysis. (a) Throughput versus offered
load in case of various DERs. R, R , R , R are throughputs obtained with
P = P = 0 (no error), P = 0:1, P = 0:1, and P = P = 0:1,
respectively. (b) Delay versus throughput. T , T , T , T are delays obtained
withP = P = 0 (no error),P = 0:1,P = 0:1, andP = P = 0:1,
respectively.

mitted and an average of data packets generated. The
data packet transmitted in the first data slot waits for 0 data slot,
whereas the one transmitted in the last slot waits for data
slots. The total number of waiting data slots equals .
For the newly generated data packets, we assume that they are
generated uniformly among slots, i.e., packets generated in
each slot. Then, the total number of waiting slots for them is

.

Therefore, the total waiting time is
in state . The average delay can be obtained as

(24)

where state probabilities can be solved, according to Propo-
sition 2.

Next, consider decision error rate . For a frame with
data slots, the transmission of data packets introduces

waiting slots. In addition, there are new packets,
which generate waiting slots. Furthermore, there are

delayed packets due to decision errors, which

have waiting slots. Therefore, the average
delay can be approximated as

(25)

Third, consider only. The number of successfully trans-
mitted data packets reduces to . Therefore, the average
delay can be overestimated as

(26)

Finally, consider both decision errors. For a frame with data
slots, the number of transmitted data packets is approximately

, which generates waiting slots.
The newly generated packets contribute
waiting slots. In addition, there are

waiting slots due to the delayed packets. Hence, the av-
erage delay is overestimated as

(27)
Some numerical results are shown in Fig. 4(b) with

, . It shows that the method can always achieve
sufficiently small average delay, even with high detection error.
Especially, causes only a small increase in delay.

V. SIMULATIONS

We first investigate the performance of the access-request
detection algorithm (Algorithm 1, Section III-C). The measure-
ment is the DER, which is defined as the ratio of total number
of wrong detections to total number of detections. Then we
compare the new protocol (Algorithm 2) with slotted ALOHA
(ALOHA), reservation-based ALOHA (R-ALOHA) ([13, p.
683]) and a time-division duplexing (TDD)/CDMA protocol
[12] in terms of throughput and delay.

We used the OC code with [19]. Channels were
randomly generated for each user with maximum length .
Transmission delays were also randomly generated from 0 to

. Therefore, the guard interval length was . We assumed
, and users sharing the access-request

slots. To calculate DER, decision threshold was set as 1/2 of the
received signal energy for each user, which was estimated as the
mean value during 10 requests. We used 100 Monte Carlo runs to
evaluate the average DER, throughput, and delay.

In the first experiment, we studied the performance of the
access-request detection algorithm. Each of the 60 users had a
high traffic load of 0.75. The transmitting power of each user
was randomly changed to generate the NF propagation ratio.
The DER as a function of signal-to-noise ratio (SNR) is shown
in Fig. 5(a) with NF ratio 0, 5, and 10 dB, respectively. It shows
that sufficiently low DER can be obtained, especially if SNR is
larger than 10 dB and NF is not over 10 dB. In this case, DER
can be well below 0.1.

The second experiment is to study the effect of DER on
system throughput. We carefully adjusted SNR and NF to
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(a)

(b)

Fig. 5. Performance of access-request detection algorithm in terms of DER.
(a) DER versus SNR, which shows that sufficiently low DER can be obtained
with low SNR and a high NF ratio. (b) Average throughput versus DER, which
shows that system throughput is robust to detection error.

obtain the required DER. Then we evaluated system throughput
for the offered traffic loads 0.2 and 0.8. The results are shown
in Fig. 5(b), which shows that the throughput is robust to DER.

Finally, we compare our new method with other random-ac-
cess protocols. For TDD/CDMA, due to the requirement of
transmitting user ID, we used pseudonoise (PN) codes with
length (and processing gain) 100. For R-ALOHA, we used
eight reservation minislots to achieve the same processing gain
as our method within the same access-request slot length. For
our method, we calculated the average throughput and delay
with a high DER 0.1, and also the results without DER to see
the optimal performance. With the same SNR (approximately
8 dB) and NF (approximately 10 dB) as our method, the
TDD/CDMA suffered much higher DER, even above 0.5 in the
case of intensive traffic load. R-ALOHA and ALOHA were
simulated without detection error.

As shown in Fig. 6(a), our method can always achieve almost
the offered traffic load up to the maximum value one, which
fits the theoretical analysis results as shown in Fig. 4(a). The
ALOHA has the worst performance. When the traffic load is
light (less than 0.6), the other three protocols do not suffer too
much throughput loss. However, when the offered traffic load
is high (higher than 0.7), throughput of R-ALOHA degrades
rapidly, due to severe collisions in the reservation minislots.
TDD/CDMA suffers greatly from detection errors.

The average delay is shown in Fig. 6(b). High DER limitedly
increases the average delay of our method, which has also been
predicted by the analysis shown in Fig. 4(b). For R-ALOHA

(a)

(b)

Fig. 6. Compare our method with other random-access protocols in terms of
(a) average throughput, and (b) average delay. “New0 �:” our method with
zero DER (for optimal performance). “New1 +:” our method with high DER
= 0:1. “TDD/CDMA:” CDMA-based contention resolution. “R-ALOHA 4:”
reservation ALOHA. “ALOHA �:” slotted ALOHA.

and ALOHA, delay increases with packet collisions. For
TDD/CDMA, delay increases with both detection errors and
packet collisions. In summary, our method outperforms the
other three at mid-to-high system traffic load.

VI. CONCLUSIONS

In this paper, a new method is proposed to resolve contentions
in the random-access wireless networks, with the help of OC
codes. Collisions can be separated and used by multiuser de-
tection principles. Theoretical analysis, as well as simulations,
show that the new method achieves throughput almost equal to
the offered traffic load up to the maximum value one, with lim-
ited increase in delay. The computational complexity is as effi-
cient as that of the traditional methods, such as ALOHA.

Compared with other random-access methods, it requires a
central controller to manage channel access. When the number
of mobile users is too large, then the access-request slot should
be long, which reduces efficiency, and the complexity of the cen-
tral controller becomes also high. In this case, it can be further
improved with the consideration of the traffic intensity [23].
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